
Student Name:

School Issued Student ID:

Program Name:

Program Type:

Program Duration:

Scheduled Start Date:

Estimated Completion Date:

Course Delivery Format 

Program Overview:

Certification/Licensure Eligibility upon Program Completion:

Tuition Cost:

Online

MyCAA Education & Training Plan (ETP)

*Students should have or be pursuing a high school diploma or GED.
*National Certification:
  - Certified Information Systems Security Professional (CISSP) certification from (ISC)2
*IMPORTANT: In addition to this training program, earning certification requires the following:
    *5 years of security work experience: You must be able to show proof of five paid full-time years of work experience in at least two of the eight CISSP 
CBK (Common Body of Knowledge) domains, which are Security and Risk Management, Asset Security, Security Engineering, Communications and Network 
Security, Identity and Access Management, Security Assessment and Testing, Security Operations, and Software Development Security.
     *Get endorsed to become a CISSP: Once you complete the CISSP exam, you'll have to subscribe to the (ISC)2 Code of Ethics and complete an 
endorsement form to become a CISSP. The endorsement form must be signed by another (ISC)2 certified professional who verifies your professional work 
experience. You must submit the completed form within nine months of passing your exam to become fully certified, because passing the exam doesn't 
automatically grant you certification status.

Texas A&M University Texarkana (TAMUT)
Extended Education and Community Development
7101 University Ave | Texarkana, TX 75503
http://www.tamut.edu/EECD/

Certified Information Systems Security Professional (CISSP) is an information security certification developed by the International Information Systems 
Security Certification Consortium, also known as (ISC)². The CISSP designation is a globally recognized, vendor-neutral standard for attesting to an IT security 
professional's technical skills and experience in implementing and managing a security program. The CISSP is a certification sought by IT professionals with 
job titles such as security auditor, security systems engineer, security architect and chief information security officer, among others.

The Certified Information Systems Security Professional material introduces participants to all eight domains of advanced security knowledge covered on the 
CISSP exam. Participants learn how to model threats, assess risks, plan business continuity, protect assets, and engineer strong security into complex 
systems. Participants also learn how to protect networks, communications, access, and identities; assess and test security, and manage security operations. 
Once complete, participants will have core skills for designing, implementing, and managing IT security for entire organizations

$3,999 

Student Information:

N/A
Certified Information Systems Security Professional (CISSP) Certificate Program with Externship 
C.23.84

Certificate

6 Months



Course Breakdown:

Course/Program Code Course/Program Title

TAMUT-IT-CISSP

Certified Information Systems 
Security Professional Certificate 
Program with Externship

School Official Certification:

Signature/Title of Authorized School Official Date

Course Credits (if 
applicable)

375 Contact Hours / 
37.5 CEU's

By my signature below, I certify the above information is true, accurate, complete, and being submitted on behalf of the institution named in this 
document.

School Official Printed First and Last Name School Official E-mail and Phone Number
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